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Laurie Pfoht

100 Euclid Avenue
San Leandro, CA 94577

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement i1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephale for law enforcement to Took through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. bPast
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Laurie Pfohl

L
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Leslie Clement

1805 Vender Court
Antioch, CA 94531

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

hs & concerned individual, I am writing to express my oppasition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c¢onduct surveillance. The FBI is going far beyond thess existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very conc¢erned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persona)l communications. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took farward to hearing your thoughts on this matter.

Sincerely,

Leslie A. Clement
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CJ Hathaway

6194 Flowering Plum Road
San Jose, CA 395120

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 205594

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have burlt-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems araound
government eavesdropping. It is the equivalent of the government requiring all
new homes be puilt with a peephole for law enforcement to lock through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-maii., The FBI s aggressive and expansive reading aof the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogque government agents ta access aur personal cammunicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity faor hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing yaur thoughts on this matter.

Sincerely,

(T Hataway
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Erik Marr
2106 Taylor-Simonetti Ave.
Austin, TX 78728

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the 1ndustry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to ocur personal communications, the
government is creating the very real potential for hackers and thieves or
even rggue gaovernment agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Erik Marr
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Matthew Griggs

1702 Western Ave 2-107
Albany, NY 12203

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run arcund
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Matthew CGriggs
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John Gallagher

PO box 1633
Woonsocket, RI 02835

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very conc<erned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process ta alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Gallagher
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Robin Rose Bennett

41 Terra Cotta Rd.
Hewitt, NI 07421

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
fongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Robin Rose Bennett
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Ronda Bucy

880 King Avenue 5-10
Columbus, OH 43212

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government 1s c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Ronda Bucy
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E11zabeth Beesan

PO Box 850
Plymouth, NH 03245

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be bhuilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
spurces l1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master ksy to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gopvernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge yau to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Elizabeth Beeson
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Rand Carter

1421 Oneida Street
Utica, New York 13501

March 18, 2004

FCC Chairman Michael Pawel]l
fFederal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 1s the equivalent of the government reguiring all
hew homes he huilt with a peephole for ilaw enforcement to lTook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Rand Carter
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Kristin Hillstrom

1009 Oakes Blwd
San Leandro, CA 94577

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually butld its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for haow
the FBI <an collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart aof backdoor access have not been successful and
onty created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

Best Regards,

Kristin Hillstrom
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michael gliboff

55 poplar drive
monroe, ny 10930

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I da not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone caompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

michael gliboff
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Heather Kuhn

40 Putnam St
Buffalo, NY 14213

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

1 do not believe this regquirement is necessary. \Longstanding Yaws already
require Internet Service Providers and Intaernet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone c¢ompanies and data
sources Yike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal <communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this scrt of backdoor access have not been successful and
anty created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Heather Kuhn
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Gordon Zerke
1211 Dudge Ave.
Evanston, IL 60202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individuyal, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBl s aggressive ahd expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cordon Zerkel
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Steven Grossman

1116 26th Avenue South
Seattle, WA 98144

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
regquire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyopd these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rague gavernment agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity faor hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely.

Steven D. Grossman
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Tames Barcelaona

1675 Fulton Street #H4
San Francisco, CA 941147

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companiss to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sogurces 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created & rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Tames R. Barcelona
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Emily Lewy

137 Plateau Avenue
Santa Cruz , CA 95060

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this scrt of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Emily Levy
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Mark Burch

98-1850B Kaahumanu St.
Pear? City, HI 36782

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissien
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to Force the industry to actually build its systems around
qovernment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the leqgislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
ohly created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

While yau are at it, repeal the Patriot Act. It has not been used to catch
terrorists, and it is used to terrorize citizens. Colleen Rowley's testimony
shows that FBI agents in the field had all the information they needed to catch
terrorists, but someone named Dave Frasca, head of the Radical Fundamentalist
Unit, sabotaged their investigations, so much so that the FBI agents thought
0Osama had a mole in the FBI. Wha is Dave Frasca and why hasn’t he been
prosecuted?

Sincerely,

Mark Burch
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Monica Shilling

15500 W. Sunset Blvd., #402
Pacific Palisades, CA 90272

March 18, 2004

FCC Chairman Michael Powell .
Federal Communications Commission

445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned indiwidual, I am writing to express my opposition to the
Department of TJustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the Taw
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Manica Shilling
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Catherine 8rabant

2210 Olive Ave
Lincoln Park, Michigan 48148

March 18, 2004

FCC Chairman Michael Paowell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to exzpress my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far teyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gaovernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive readinag of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing vour thoughts on this matter.

Sincerely,

Catherine Brabant
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Lynne Coulson

12 Oakwood Street #2 \
San Francisco, CA 94110 '

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatians Commissian
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
bepartment of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberatians, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful batance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government adents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Lynne Coulsaon
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Mike Smith

1531 1st Ave. H414
Seattle, WA 38101

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell;:

As a concerned individual, I am writing to express my opposition ta the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going Far beyond these existing
powers hy trying to force the industry to actually build i1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect infarmation between sources like phane companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c<ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity fer hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ogur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mike Smith
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Vickie DaNeud

11914 Laurel Meadow Drive
Tomball, TX 7?7377

March 18, 2004

FCC chairman Michael Powell
Federal Communications Commissian
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have nat heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaktion technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Vickie M. DeNeui
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Tobey Layne

2012 Lauderdale Rd. # 3
Llouisville, KY 40205

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying to force the industry to actually build its systems around
gavernment epavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technclogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Tobey Layne
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Brian Ecker

106 Newton St.
Seattle, WA 98109

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Pawel1:

As a concerned individual, I am writing to express my opposition to the
Department of Fustice s request that all new Internet communication services hbe
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be buitt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal <ommunications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Brian Ecker




